**ZARZĄDZENIE NR 81/2020**

**Burmistrza Miasta Mrągowa**

**z dnia 9 września 2020 r.**

**w sprawie** powołania Pełnomocnika do spraw Ochrony Informacji Niejawnych (OIN) oraz  
 pionu ochrony w Urzędzie Miejskim w Mrągowie

Na podstawie art. 14 ust. 1 i 2 ustawy z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych (t. j. Dz.U z 2019 r. poz. 742 z późn. zm.) oraz § 15 ust. 2 pkt 1 Regulaminu Organizacyjnego Urzędu Miejskiego w Mrągowie zarządzam, co następuje:

**§ 1**.

Powołuję Pana Andrzeja Doraczyńskiego na Pełnomocnika ds. Ochrony Informacji Niejawnych (OIN) w Urzędzie Miejskim w Mrągowie.

**§ 2**.

Pan Andrzej Doraczyński spełnia warunki określone w art. 14 ust. 3 wymienionej wyżej ustawy,  
a mianowicie posiada:

1. obywatelstwo polskie,
2. wykształcenie wyższe,
3. poświadczenie bezpieczeństwa Nr H0010515S wydane przez Agencję Bezpieczeństwa Wewnętrznego Delegatura w Olsztynie upoważniające do dostępu do informacji niejawnych,
4. odbył szkolenie w zakresie ochrony informacji niejawnych - zaświadczenie nr 0011 20H.

**§ 3.**

Do zadań pełnomocnika ochrony należy:

1. zapewnienie ochrony informacji niejawnych, w tym stosowanie środków bezpieczeństwa fizycznego,
2. zapewnienie ochrony systemów teleinformatycznych, w których są przetwarzane informacje niejawne,
3. zarządzanie ryzykiem bezpieczeństwa informacji niejawnych, w szczególności szacowanie ryzyka,
4. kontrola ochrony informacji niejawnych oraz przestrzegania przepisów o ochronie tych informacji, w szczególności okresowa (co najmniej raz na trzy lata) kontrola ewidencji, materiałów i obiegu dokumentów,
5. opracowywanie i aktualizowanie, wymagającego akceptacji kierownika jednostki organizacyjnej, planu ochrony informacji niejawnych w jednostce organizacyjnej, w tym w razie wprowadzenia stanu nadzwyczajnego, i nadzorowanie jego realizacji,
6. prowadzenie szkoleń w zakresie ochrony informacji niejawnych,
7. prowadzenie zwykłych postępowań sprawdzających oraz kontrolnych postępowań sprawdzających,
8. prowadzenie aktualnego wykazu osób zatrudnionych lub pełniących służbę w jednostce organizacyjnej albo wykonujących czynności zlecone, które posiadają uprawnienia do dostępu do informacji niejawnych, oraz osób, którym odmówiono wydania poświadczenia bezpieczeństwa lub je cofnięto, obejmującego wyłącznie: imię, nazwisko, numer PESEL, imię ojca, datę i miejsce urodzenia, adres miejsca zamieszkania lub pobytu, określenie dokumentu kończącego procedurę, datę jego wydania oraz numer,
9. przekazywanie odpowiednio ABW lub SKW do ewidencji, o których mowa w [art. 73 ust. 1](https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4ytgnjzgm2dkltqmfyc4nbygyytombygm), danych, o których mowa w [art. 73 ust. 2](https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4ytgnjzgm2dkltqmfyc4nbygyytombygq), osób uprawnionych do dostępu do informacji niejawnych, a także osób, którym odmówiono wydania poświadczenia bezpieczeństwa lub wobec których podjęto decyzję o cofnięciu poświadczenia bezpieczeństwa, na podstawie wykazu, o którym mowa w pkt 8.

**§ 4.**

1. Powołanie Pełnomocnika do spraw Ochrony Informacji Niejawnych jest bezterminowe. Pełnomocnictwo wygasa w przypadku utraty cech, które pełnomocnik musi spełniać zgodnie  
   z ustawą o ochronie informacji niejawnych lub ustania zatrudnienia.
2. Wymagane jest, zgodnie z art. 32 ustawy o ochronie informacji niejawnych, poddanie się przez Pełnomocnika Ochrony kolejnemu postępowaniu sprawdzającemu, które warunkować będzie uzyskanie następnego poświadczenia bezpieczeństwa.
3. Kolejne postępowanie sprawdzające powinno być podjęte co najmniej na 6 miesięcy przed terminem ważności poświadczenia bezpieczeństwa.

**§ 5.**

Pełnomocnik do spraw Ochrony Informacji Niejawnych podlega bezpośrednio Burmistrzowi Miasta Mrągowa i odpowiada za zapewnienie przestrzegania przepisów o ochronie informacji niejawnych.

**§ 6.**

1. Powołuję pion ochrony, w którego skład wchodzą:
   1. Kierownik Kancelarii Niejawnej – Pan Marek Furmanek,
   2. Inspektor Bezpieczeństwa Teleinformatycznego – Pan Andrzej Doraczyński,
   3. Administrator Systemu Bezpieczeństwa Teleinformatycznego – Pan Cezary Radziszewski.
2. Pracownicy pionu ochrony podlegają Pełnomocnikowi ds. Ochrony Informacji Niejawnej.

**§ 7.**

Zadania Kierownika Kancelarii Niejawnej obejmują w szczególności:

1. podejmowanie działań wyjaśniających w przypadku naruszenia przepisów ustawy o ochronie informacji niejawnych z klauzulą „zastrzeżone”,
2. przyjmowanie, rejestrowanie, wysyłanie i przechowywanie dokumentów zawierających informacje niejawne,
3. zapewnienie należytej ochrony dokumentów niejawnych znajdujących się w kancelarii,
4. sprawowanie nadzoru nad obiegiem dokumentów niejawnych w Urzędzie,
5. udostępnianie dokumentów niejawnych osobom posiadającym stosowne poświadczenie bezpieczeństwa.

**§ 8.**

Głównym zadaniem Inspektora Bezpieczeństwa Teleinformatycznegojest weryfikacja i bieżąca kontrola zgodności funkcjonowania systemu teleinformatycznego ze szczególnymi wymaganiami bezpieczeństwa oraz przestrzegania procedur bezpiecznej eksploatacji.

**§ 9.**

Głównym zadaniem Administratora Systemu Bezpieczeństwa Teleinformatycznego jest odpowiadanie za funkcjonowanie systemu teleinformatycznego oraz przestrzeganie zasad i wymagań bezpieczeństwa przewidzianych dla systemu teleinformatycznego oraz wdrażanie zabezpieczeń  
w systemie teleinformatycznym.

**§ 10.**

Zarządzenie wchodzi w życie z dniem podjęcia.